
IS YOUR PATIENT DATA SAFE FROM DATA THEIVES? 

A data breach at your practice could be devastating to your patients’ security, as well as

your financial stability. In addition to a damaged reputation, you could face financial

damage from large fines and lost revenue.

You can take a simple step now to help protect your patient data and your practice with

the TechCentral Protected Practice Server Encryption Service.

The TechCentral Server Encryption Service uses Microsoft® Bitlocker®, a full-disk encryption 

software that supports Advanced Encryption Standard (AES) 128 or 256-bit encryption to 

help protect against unauthorized access to your data at rest on your server. With an AES 

128 or 256-bit encrypted server, your team can log on and access your files normally while 

Bitlocker® works in the background encrypting the data at rest, which can help prevent 

thieves from reading data from a stolen server.

HOW DOES AES 128 OR 256-BIT ENCRYPTION HELP PROTECT  

YOU DATA?

Encrypting the hard drive of your server with AES 128 or 256-bit encryption helps 

protect your data at rest from anyone who does not have your unique key. As part of this 

encryption service, you also receive unique recovery keys that help protect your data from 

unauthorized access.

ENCRYPTION SERVICES 
STARTING AT $495

New servers sold by 

TechCentral will be offered 

with an option to activate 

BitLocker Drive Encryption.

HARDWARE SUPPORT PLAN 
$129 PER MONTH 

TechCentral provides expert 

support for the business 

hardware and software 

practices depend on most.  

The TechCentral team has  

more than 15 years of 

experience working with  

dental and healthcare  

networks of all sizes.

SERVER ENCRYPTION SERVICES

P R O D U C T  I N F O R M A T I O N  S H E E T

CALL TODAY AT 
877.336.8796  
Contact support for your free 
on-site network assessment



S E R V E R  E N C R Y P T I O N  S E R V I C E S

Help protect your data, your patients, and your 
practice. Ask for the TechCentral Protected 
Practice Server Encryption Service with your  
new server purchase.  

Call 877.336.8796 now for a quote.

HOW SERVER ENCRYPTION WORKS

The TechCentral Protected Practice Server Encryption Service implements Microsoft® Bitlocker® to help protect data when 

your server is powered off or stolen. Once Bitlocker® is enabled on your server, the data on the drive is AES 128 or 256-

bit encrypted even if the drive is moved to another machine. But if the proper key is provided, the data will be restored 

to its previously accessible state. With our TechCentral team supporting it, you can be assured it is backed by excellent 

customer service.

OUR SERVICE TO YOU WHAT TECHCENTRAL DOES
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CALL TODAY AT  
877.336.8796 
Contact support for your free  
on-site network assessment

Henry Schein TechCentral offers encryption solutions 

backed by an experienced support team. Our customer 

service is also backed by the Henry Schein promise of 

quality customer support. Let our Protected Practice 

Server Encryption Service help you protect your 

data with Bitlocker® AES 128 or 256-bit encryption 

technology, so you have greater peace of mind and can 

focus on delivering the best in patient care.

TechCentral offers you a team of technical professionals 

who will be there at each step to oversee the proper 

setup and implementation of your server encryption at 

your practice. Our team will:

 Provide professional onsite setup, testing and 

monitoring of your server. If you are purchasing a 

new TechCentral Server and purchase our Server 

Encryption Service, our team will bring your new 

server to your practice and transfer files from your 

old server to the new server. Bitlocker® AES 256-

bit encryption is already activated directly from 

TechCentral.

 Assist you in setting up a Microsoft® OneDrive® 

account to store a copy of the key.

 Provide your practice with two unencrypted USB 

drives containing the recovery key should you ever 

lose or forget it. TechCentral will not store, keep or 

maintain a copy of your unique BitLocker Recovery 

Key. You should always keep your recovery key secret, 

protected and stored in a safe and secure location.

1

3

2


